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By email:  
 
 
Tēnā koe  
 
Information Request – Fire and Emergency dashcam policy 
 
I refer to your official information request dated 12 June 2023 asking for the following 
information. 
 

“a. Copies of any policies or instructions FENZ has distributed regarding on-board cameras 
('dashcams') operating on its fleet, or any draft policies FENZ has created but not 
distributed, 
b. The details (make/model) of any cameras that are currently in use, including any self-
installed at a brigade level. 
c. Any storage and data retention policies FENZ has in place regarding footage or still 
images taken incidents, or in the course of FENZ duties,  
d. Copies of any internal discussion or research that has been undertaken on video 
recording devices, either for staff or for vehicles,  
e. Details of the training that has been made available for FENZ staff and volunteers on 
recording at incidents, training, and the related privacy policies,  
f. Details of how FENZ staff and volunteers are instructed to store footage or still images 
they capture in the course of their duties,  
g. Detail on whether any disciplinary action has been taken (or is underway) in Region 4 (Te 
Ihu) regarding the taking of, storage of, or deletion of footage at incidents.” 

 
In accordance with the provisions of the Official Information Act 1982 (OIA), please find a response 
to your request below. 
 
a. Copies of any policies or instructions FENZ has distributed regarding on-board cameras 
('dashcams') operating on its fleet, or any draft policies FENZ has created but not distributed, 
 
Please find enclosed the following two documents which fall within scope of this aspect of your 
request. 

• A document titled “Region 4 Surveillance Camera Procedure” which was created in 2019. It 
is a procedural document detailing how to request, use, and store footage taken by 



 

 
 

surveillance cameras used by Fire and Emergency employees in the Te Ihu region. 
However, while Fire and Emergency holds this document and it falls in scope of your 
request, we are advised it was never enacted and will be rescinded as well as removed 
from the Fire and Emergency intranet. Please note the document refers to “3 Go-Pro 
cameras” which our current staff in Te Ihu do not recall ever having received. 

• A document titled “Region 4 Surveillance Camera Policy” which is another procedural 
document detailing similar guidance. This document was created by the New Zealand Fire 
Service prior to the inception of Fire and Emergency New Zealand in 2017. The procedures 
contained in this document are not currently enacted. 

• A “Use of Fire and Emergency vehicles agreement” form, which all Fire and Emergency and 
authorised non-Fire and Emergency drivers of Fire and Emergency support vehicles must 
read and sign. This agreement requires that any modifications or accessories added to a 
vehicle be approved by the National Manager Fleet. Dashcams fall into the category of 
accessory and modification and one has been approved by the National Manager Fleet to 
date (detailed below). 

• An Appliance maintenance policy, which states that no modifications are to be made to 
Fire and Emergency appliances without approval from the National Manager Fleet or 
delegated personnel. As above, we consider dashcams modifications and none have been 
approved by the National Manager Fleet to date. 

 
We otherwise have no policies or instructions drafted or distributed regarding on-board cameras 
operating on our fleet.  
 
b. The details (make/model) of any cameras that are currently in use, including any self-installed 
at a brigade level. 
 
Fire and Emergency has recently purchased one dash cam, a Navman MiVUE 1000 SENSOR XL. The 
purpose of this was to check a vehicle for a reported intermittent fault. Apart from this occasion, 
Fire and Emergency has not instructed the installation or supplied any dash cameras to any 
stations or brigades.  
 
Some brigades or drivers may have sourced and fitted their own dash cams, but the Fire and 
Emergency fleet team does not have any formal record of the use or details of them.  
 
Given we have no records of dashcams being used by brigades, finding out whether there are any 
self-installed dashcams at the brigade level as well as their make and model would require us to go 
to all individual brigades to ask for this information. Doing so would impose a substantial 
administrative burden on our operations. If you would like the details of self-installed dashcams at 
a specific brigade or district, please make a further request for that information. 
 
We have found minutes referring to the purchase and use of dashcams in one district. We are not 
aware of the make and model of the dashcams, but we understand that they are no longer in use. 
More detail is provided under our response to your question d. 
 
c. Any storage and data retention policies FENZ has in place regarding footage or still images 
taken incidents, or in the course of FENZ duties 
 
According to our media policy, we can only distribute photographs and videos of incidents 
attended if the Officer in Charge has approved it for use, and it can only be used within Fire and 
Emergency. For example, it may be approved for use as: 
 



 

 
 

• Training materials, authorised by the People and Workforce Capability Directorate 
(Training) 

• Formal guidance issued by the Service Delivery Branch  
• Fire and Emergency reports 

 
We have a privacy policy for when such footage or images are personal information. “Personal 
information” means any information about an identifiable individual. Personnel are responsible for 
ensuring the collection, use, disclosure, and storage of any personal information complies with the 
information privacy principles (IPPs) in the Privacy Act 2020.  
 
Therefore, any footage or images taken in such situations that count as personal information 
would also be subject to our privacy policy. For example, if videos or photos are taken of another 
person. Personal information could not be approved for use in the above ways without prior 
authorisation from that individual. Find enclosed a copy of our media and privacy policies for your 
information. 
 
d. Copies of any internal discussion or research that has been undertaken on video recording 
devices, either for staff or for vehicles, 
 
Please find enclosed the following five documents we have identified as being internal discussion 
of video recording devices: 
 

• Minutes from the West Coast District Tactical Meetings held on 26 April 2023 and 12 June 
2023 

• Minutes from the West Coast District Volunteer Support Meetings held on 8 May 2023, 15 
May 2023, and 29 May 2023 

 
Information from the minutes has been withheld as it is not in scope of your request. These 
documents state that dashcams have been purchased, made available, and fitted by individuals. 
However, we are advised that all dashcams in the district have subsequently been disengaged and 
no new installations are going to be completed, as the Region Manager had not, and does not, 
approve of their use. As above, the Fire and Emergency fleet team held no central record of the 
procurement or use of these dashcams. 
 
The Fire Emergency Commanders Association have also proposed that vehicles driven by their 
members are fitted with dash cams, and this is an open item in current employment contract 
negotiations. Beyond them appearing as an item in these negotiations, it has not led to any 
discussion or research about these devices, either for staff or for vehicles. We do not hold any 
further discussion or research on video recording devices. 
 
Please note we did not do a nationwide search for all mentions of dashcams, down to brigades 
and individuals. While it possible that there is some discussion of dashcams at this level, 
investigating would impose a substantial administrative burden. Therefore, we only searched for 
any research or discussion happening at a national level and in the Te Ihu region, because this is 
where we found the obsolete dashcam policies and because you mention Te Ihu by name in your 
request. If you would like to make a more targeted request for discussion between more specific 
regions over a specific time frame, please make a further request for that information. 
 
e. Details of the training that has been made available for FENZ staff and volunteers on 
recording at incidents, training, and the related privacy policies 
 





West Coast District Tactical Meeting Minutes 
26 April 2023 

Present –Myles Taylor, Atila de Oliveira, Aleisha Jellyman, Jason Prendergast, Hugh Trembath, Crawford Morris (VC) and John Ross (VC) 

Apologies – Trevor O’Dea, Sam Bugler, Jordan Lineham and Zak Neale 

• Dash Cameras for VSO’s • All VSO’s would like dash cams.  These are to plug in not installed. 

Out of Scope

Out of Scope
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West Coast District Volunteer Support Meeting Minutes 
8 May 2023 
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West Coast District Volunteer Support Meeting Minutes 
15 May 2023 

Present – Trevor O’Dea, Atila de Oliveira, Jason Prendergast, Hugh Trembath and Aleisha Jellyman 

Apologies – Crawford Morris 

• Dash Cameras - Atila is ordering these, he will also write and agreement of use. 
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West Coast District Volunteer Support Meeting Minutes 
15 May 2023 

 

Out of Scope
Rele

as
ed

 un
de

r th
e O

ffic
ial

 In
for

mati
on

 A
ct 

19
82



West Coast District Volunteer Support Meeting Minutes 
29 May 2023 

Present – Trevor O’Dea, Atila de Oliveira and Jason Prendergast. 

Apologies – Crawford Morris, Hugh Trembath and Aleisha Jellyman 

• Dashcams -In Greymouth ready for use by VSO’s 
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West Coast District Tactical Meeting Minutes 
12 June 2023 

Kia Tika Manaakitanga Whanaungatanga Auahatanga
We Do the Right Thing We Serve & Support We are Better Together We Strive to Improve

Present –Atila de Oliveira, Trevor O’Dea, Sam Bugler, Jordan Lineham, Jason Prendergast, John Ross, Zak Neale Crawford Morris, Aleisha Jellyman and Ange Shields 

Apologies – Myles Taylor, Hugh Trembath,  

• Dash Cams • Jason has dash cam in ute.  Hugh and Crawford’s ones are here and available.
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Policy 

4 April 2022 1 

Media 
Introduction 

When to use This policy explains how media engagement works at Fire and Emergency New 
Zealand. It sets out the expected behaviours and rules which apply when you’re 
working with the media and using social media. Apply this policy when you: 

• receive a media enquiry

• liaise with media or participate in interviews - both at incidents and for other
reasons

• want to release a media statement

• use social media.

Note: Don’t use this policy when dealing with requests for information under the 
Official Information Act 1982. See process: Respond to request for information. 

Purpose Do not talk to media unless you are specifically delegated. The aim of this policy is 
to ensure personnel delegated to speak to media: 

• know the lines of responsibility and accountability for media enquiries

• know to provide accurate, timely and nationally aligned information to the
public and media

• maintain the public’s high regard for New Zealand’s firefighters and Fire and
Emergency and not damage this by media comment or social media posts

• respect and protect p ople’s privacy and adhere to our Code of Behaviour, and
Standards of Conduct policy

• maintain good elationships with the media and the public

• keep senior management informed about incidents which may attract media
attention.

Who it applies to This polic  applies to all Fire and Emergency personnel. This includes employees, 
volunteers and contractors. 

Contents This policy contains the following content: 

When to engage with the Media Team  

Media enquiries which are not about the basic facts of an incident 

Working with the media at incidents 

Personnel authorised to talk to the media 

What you say is important 

Serious and unusual incidents 

Photographs and videos 

Fire and Emergency social media accounts 

Personal social media use 

Definitions 

Related information 
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Policy - Media 

4 April 2022 3 

National Risk Reduction Team and 
National Community Readiness and 
Recovery Team   

• Risk reduction, readiness and 
recovery matters of national 
significance. 

National Managers, Response 
Capability Manager or delegated 
spokespeople 

• National operations policy issues 

• Operational matters of national 
significance 

• National policy issues related to 
the overall management of the 
Communications Centres. 

National Manager Kaupapa Māori Any issues relevant to tangata 
whenua. 

Working with the media at incidents 

Incident 
information 

Members of the media access basic incident information from Communication 
Centres (ComCens) from ComCen Grade 5 dispatchers and above (who will issue 
standard media reports only). 

Members of the media and the public can access a basic summary of the last week 
of incident information on the Fire and Emergency website 
https://fireandemergency.nz/incident reports/. 

When required, ComCens seek Media Team support to manage media enquiries by 
notifying the media phone wi h a specific pager notification. 

Incident Controllers can refer media to the Media Team to manage.  

Contact the Media Team at all hours: 

• media@fireandemergency.nz 

• Media phone: 027 591 8837 

Note: The Media Team can work remotely or be deployed for on-ground incident 
support 

Important 
opportunity 

It’s important you respond to the media at an incident if you have delegated 
a thority to do so. This could be an opportunity for you to provide public 
information in a major incident, as well as conveying our key safety messages 
about risk reduction and community readiness and recovery. 

You can also refer media to the Media Team who will liaise with you. You should 
always consider engaging with Māori language media in te reo Māori. This also 
extends the reach of our messages to an at-risk demographic. Seek assistance from 
the National Manager Kaupapa Māori, Pou Takawaenga Māori (Māori Liaison 
Team) at PouTakawaengaMaori-MaoriLiaisonTeam@fireandemergency.nz  

or via the Media Team. 

Contact the Media Team at all hours:  

• media@fireandemergency.nz 

• Media phone: 027 591 8837 Rele
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Policy - Media 

4 April 2022 4 

Media training Fire and Emergency will work to ensure all senior officers who are required to talk 
to media receive appropriate media training and support so they’re comfortable 
responding to media enquiries. This includes senior officers required to speak at 
incidents, ComCen supervisors who talk regularly to media, District and Group 
managers and Community Readiness managers. We will media train delegated 
senior advisors and advisors where appropriate.  

Other agencies at 
incidents 

You must only comment about the part of an incident Fire and Emergency is 
responsible for. When we attend an incident where another agency is the lead 
agency, such as providing assistance at a road crash or assisting with a medical 
emergency, the lead agency is responsible for media comment. 

Don’t speak on behalf of ambulance or police even when Fire and Emergency is the 
lead agency. This includes describing any injuries or patients’ conditions or saying 
anything further than confirming a fatality. This is especially important if the cause 
of the incident is suspicious – or is looking like it might be suspicious – as any 
comments might have an impact on a police investigation or coroner’s inquiry. 

Media entering 
private property 

You don’t have the right to allow access to private property to anyone not 
connected to our fire response and suppression role. If the media ask to enter a 
property, the Fire and Emergency Officer in Charge must direct the media to 
contact the occupant or property owner for permission. 

Safety of members 
of the media 

The Officer in Charge must ensure members of the media who have permission to 
enter the incident ground: 

• are accompanied by Fire and Emergency personnel – the Media Team is 
qualified to enter wildfire incident grounds 

• wear personal protective equipment (PPE) appropriate for the risks. 

Note: members of the media who don’t have the appropriate protective clothing 
should be denied access to the site by the incident controller, or safety officer. 

Dress standard If you’re involved in television interviews or photographs for the media, ensure the 
uniform or PPE you’re wearing is appropriate for the task you have been 
performing. 

Media statement If you want to release a media statement, contact the Media Team. They are the 
only people authorised to put out media statements on behalf of Fire and 
Emergency.  

Contact the Media Team all hours:  

• media@fireandemergency.nz 

• Media phone 027 591 8837. 

Note: you should also contact the Media Team if you want to make an update on 
an incident on our social media. 

Personnel authorised to talk to the media 

Who is authorised? 

At incidents Only one person from Fire and Emergency can be the media spokesperson at any 

incident ground. That person is the Officer in Charge/Incident Controller, or their 

delegated representative.  
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What you can’t say You must not convey in words, photographs or video any of the following: 

• Names, addresses or other information which may identify any individual 
without their prior written authorisation to specifically do so. 

• Information about people involved in the incident or their condition. 

• Speculation about the origin and cause of any incident, before the cause has 
been confirmed by either the Officer in Charge or the fire investigator and 
approved that it can be made public - use instead: ‘the cause is being 
investigated by a fire investigator’ or ‘we are unable to comment on the cause 
of the fire’. 

• Information on behalf of other agencies – e.g. police, ambulance – for example 
a person’s injuries. 

• Comment on any matter not directly related to the inciden . 

• Actual or implied criticism of Fire and Emergency, the Board  the Government 
or any organisation or individual. 

• Comment which could damage the standing or reputation of your brigade or 
Fire and Emergency, for example criticising your brigade. 

• Personal comments or opinions– your opinions about anything – facts only. 

• Comment which could negatively impact perceptions of Fire and Emergency’s 
political neutrality as a Crown entity. 

• Endorsements of commercial companies’, organisations’ or individual’s 
product or service, or allowing them to use our brand to promote themselves. 

Note: If in doubt, contact the Media Team for advice  

Contact the Media Team at all hours:  

• media@fireandemergency nz 

• Media phone: 027 591 8837. 

Manner At all times, be aware you are representing Fire and Emergency. Use a professional 
tone and manner and treat all members of the media and public with courtesy. 
When media is present, you are always on the record. While you’re free to express 
concern, where appropriate, in all cases your comments must be: 

• factual and accurate 

• sensitive at all times to the feelings of those concerned 

• consistent with Fire and Emergency’s key response and risk reduction 
messages. 
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Legal issues You must: 

• maintain the privacy of people involved in an incident 

• not make statements that may hurt someone’s reputation. Consider how your 
remarks could be misconstrued or misrepresented – if you’re not sure of their 
accuracy, don’t make them. 

You should not say anything which could affect any possible court proceedings. 
This includes civil cases, such as between a property owner and an insurance 
company, or between one property owner and another affected by an incident as 
well as criminal cases. 

Only say what is accurate and what you are prepared to see published in the 
media. 

Note: If you have any doubts, contact the Media Team. 

Contact the Media Team at all hours:  

• media@fireandemergency.nz 

• Media phone: 027 591 8837. 

Topics to 
emphasise 

When talking to the media about an incident you should emphasise any: 

• risk reduction messages which are appropriate as a result of the incident – for 
example, promoting smoke alarms or community evacuation plans if you are 
sure of the facts and the cause of th  fire –  Note: don’t comment if you only 
think there were no smoke alarms – as this needs to be factually accurate. 
Don’t comment if the cause isn’t confirmed by the Incident Controller/Officer 
in Charge or Fire Investigator 

• assistance or actions by the public which reduced the hazard or assisted Fire 
and Emergency  

• special efforts of our people during the incident in saving lives, controlling the 
fire or stabilising the situation. 

Note: If you’re not sure, contact the Media Team. 

Contact the Media Team at all hours:  

• media@fireandemergency.nz 

• Media phone: 027 591 8837. 
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Serious and unusual incidents 

Help in escalating 
incidents 

During an incident, the Officer in Charge may answer media inquiries, as described 
in this policy. If there is subsequent media interest, you must ensure your Region 
manager is informed. 

If the incident escalates in scale or complexity - to Level 3 or above - or the Officer 
in Charge needs assistance in handling media enquiries, they may appoint a senior 
uniformed officer to act as the Media Liaison Officer/media spokesperson. This 
person must be a Chief Fire Officer, Controller, District manager, Group manager, 
or Community Risk manager. 

The Manager, Media may also decide to instruct media team members to support 
the management of all media enquiries on behalf of the spokesperson or deploy a 
team member to the incident site to manage media or carry out Public Information 
Management.  

Media Team members will liaise with regional personnel and with other agencies 
involved in the incident, such as local Civil Defence, the local District Health Board 
and Police, regarding public information and media. 

Note: If you need help managing media enquiries, contact the Media Team. 

Contact the Media Team at all hours: 

• media@fireandemergency.nz 

• Media phone: 027 591 8837. 

Large-scale 
incidents and IMT 

The Officer in Charge may also stand up an Incident Management Team (IMT) and 
appoint a Public Information Manager (PIM) and a team including a media advisor 
to manage public information and media.  

Photographs and videos 

Restrictions on 
distributing photos 
and videos at 
incidents 

You can only distribute photographs and videos of incidents you’re attending if the 
Officer in Charge has approved it for use within Fire and Emergency such as: 

• training materials authorised by the People and Workforce Capability 
Directorate (Training) 

• formal guidance issued by the Service Delivery Branch 

• Fire and Emergency reports 

Note: Any photographs or video you take as part of a Fire and Emergency crew 
and/or as Fire and Emergency personnel at an incident belong to Fire and 
Emergency. Further details in the Copyright Act 1994. 

For privacy (Privacy Act 2020), reputational and ethical reasons, you cannot publish 
images from the incident such as photographs or videos of motor vehicle crashes 
or medical callouts – for example, posting a video of attending a motor vehicle 
crash on social media, whether it is your brigade or station social media or your 
own. 
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Posting 
photographs or 
videos  

You don’t need Fire and Emergency permission to post photographs or videos that 
were not taken at incidents, such as brigade training, attendance at public events, 
appliances, etc., provided they don’t pose a risk to the standing or reputation of 
Fire and Emergency or otherwise breach our legal obligations (e.g. privacy).  

Note: Remember – Fire and Emergency does not promote or endorse commercial 
companies and should not be seen to do so in any photographs or videos. Fire and 
Emergency as a Crown entity is politically impartial. Photographs or videos should 
not negatively impact perceptions of Fire and Emergency’s political neutrality. 

When taking photographs of your brigade or during public events as above, you 
should, where you can, make people aware you are taking photographs which 
might include them and give them the opportunity to say they don’t want to be 
photographed, or have the photograph published. See Authorisation release form. 

Fire and Emergency social media accounts 

Benefits and risks Fire and Emergency uses social media for communicating information to and 
engaging with communities. Social media use must be considered, relevant, 
appropriate and consistent. 

Objectives The key objectives of using social media are to: 

• further the reach of risk reduction and community readiness and recovery 
messages to reduce the incidence and consequence of incidents like fire  

• provide public information du ing major incidents 

• promote career and volunteer recruitment 

• build relationships and engagement, and connect with communities  

• enhance our reputa ion as approachable, responsive and trusted. 

National social 
media accounts 

The Media Team is responsible for the national Fire and Emergency social media 
accounts.  

All other business 
unit social media 
accounts 

Social Media Account Who is responsible for it 

Brigade social media 
accounts 

Brigade Leader 

District social media 
accounts 

District manager 

Other social media 
accounts 

Relevant 
manager/National 
Communications and 
Engagement Team 

Those responsible for a social media account must make sure the administrators of a 
Fire and Emergency social media account: 

• understand and comply with this policy 

• only post appropriate content 

• monitor the accounts 

• update the accounts regularly 

• respond to or remove comments to comply with this policy 

• comply with Media Team requests for modifying or deleting content. Rele
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Publishing photos 
on social media 

For rules about posting photos on social media, see Photographs and videos. 

You must not: 

• disclose confidential or personal information 

• say anything untrue, defamatory or misleading 

• make statements that could be interpreted as sexual or racial harassment or 
bullying 

• post items which could reflect negatively on Fire and Emergency, your brigade, 
or embarrass the organisation 

• endorse commercial companies or political views  

• use personal social media accounts and user IDs for Fire and Emergency matters 

• use Fire and Emergency accounts for personal matters 

• otherwise act contrary to your obligations to Fire and Emergency as outlined in 
the Standards of Conduct policy and the Rules of Association of your brigade, the 
Code of Behaviour, and the Policy to address bullying, harassment and 
victimisation 

• use the Fire and Emergency logo, emblem or any other official branding or 
trademarks (other than where the logo appears in photographs on approved 
uniform or signage), in your postings, identities, logon IDs or usernames without 
prior approval from the Media Team   

For advice on the rules, contact the Media Team  

Contact the Media Team at all hours: 

• media@fireandemergency.nz 

• Media phone: 027 591 8837 

Note: These rules also apply when you are discussing Fire and Emergency in your personal capacity on non-
Fire and Emergency social media. Any breaches of these expectations could result in disciplinary action up 
to and including dismissal in respect of employees, or termination in respect of other personnel. 

 

Unacceptable content 

The Media Team, as well as your manager, has the authority to direct you to remove or edit material which, 
in their opinion, poses an unacceptable risk to Fire and Emergency’s reputation or is otherwise in breach of 
our policies and expectations.  

If you see unacceptable content or information which may breach the Harmful Digital Communications Act 
2015 on a website, webpage or social media account which Fire and Emergency controls, you must report it 
to the Media Team as soon as is reasonably practicable at media@fireandemergency.nz. 

If you receive a complaint about such information, you must report it to the Media Team as soon as is 
reasonably practicable at media@fireandemergency.nz. 

Copyright Copying text, video, sound or images that are subject to copyright not held by Fire 
and Emergency into your social media posts could breach copyright law. You should 
not reproduce such material on a Fire and Emergency social media account unless 
you know it does not breach copyright. Alternatively, you could consider reposting 
the content using the platform’s method that retains it in its original form e.g. 
‘sharing’ on Facebook or ‘retweeting’ on Twitter.  

If you are unclear of your obligations and potential liabilities, please contact the 
Media Team in the first instance at media@fireandemergency.nz Rele
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Keeping records Government guidance about retaining records apply to social media, including when 
posts are edited or removed. You must take a screenshot before you remove a post 
or comment and save it with your records. Facebook will record any changes you 
make to a post. You don’t need to keep a record of spam or repeat entries. 

Personal social media use 

Identifying 
yourself 

If you’re discussing Fire and Emergency matters using your personal social media 
account, you must: 

• identify yourself as a member of Fire and Emergency  

• make it clear you are not authorised to speak on behalf of Fire and Emergency. 

Disclaimer You must use a disclaimer when you: 

• refer to work done by Fire and Emergency 

• comment on any Fire and Emergency-related emergency services issue. 

This is the standard disclaimer: 

“The views expressed in this post are mine and do not necessarily reflect the views of Fire and Emergency 
New Zealand.” 

Note: Using a disclaimer does not mean you’re allowed to breach organisational policies. 

Treat as public 
information 

Anything published on social media is publicly available and can be shared or 
republished by other people and media. 

Remember: Even if you’re communicating through private messaging or just to your ‘friends’, you can’t 
control how others may share the information. 

Standards of 
conduct and 
expectations 

Fire and Emergency is only interested in your personal social media use where it 
has the potent al to: 

• conflict with your obligations to the organisation  

• damage the standing or reputation of the organisation or your brigade 

• affect how you perform your duties.  

All your interactions on social media are subject to Fire and Emergency’s policies 
(including this policy), the Standards of Conduct Policy and the Rules of Association 
of your brigade. See also the Code of Behaviour, and the Policy to address bullying, 
harassment and victimisation. 

Definitions 

Blog Short for ‘web log’, a blog is a web page which serves as a publicly accessible 
journal for a person or group. Entries are typically displayed in reverse 
chronological order, so the most recent post appears first, and often reflect the 
individual personality of the author. 
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Confidential 
information 

Information gathered through your role at Fire and Emergency New Zealand, 
including: 

• names and addresses or other contact information about anyone involved in 
an incident 

• photos of victims of fire or accidents 

• information which would identify people 

• unpublished details about current projects, commercial activities, financial 
information, research, opinions, knowledge and facts about Fire and 
Emergency and its personnel and customers which has not been disclosed to 
the public. 

Lead agency The organisation with legislative or agreed authority for control of an incident. 

Media Electronic news media, radio, television and print media, i.e. newspapers and 
magazines. 

Personal social 
media use 

Any social media access which is not directly related to the business of Fire and 
Emergency or the duties or responsibilities of employees or volunteers. 

Post To publish a message in an online forum or newsgroup or a message published in 
an online forum or newsgroup. 

Social media Any online publication and commentary, including, but not limited to, social 
networking sites such as Facebook, Twitter, Instagram, Google+, LinkedIn, TikTok, 
Snapchat, Neighbourly, Flickr and YouTube, as well as blogs and wikis. 

User ID A unique sequence of characters used to identify a user and allow access to a 
shared computer programme, system, database, network or online account. It 
allows access when coupled with a password, which provides a minimal level of 
security. Also called username or account. 

Wiki A collaborative website which is made up of the collective work of many authors. 
Anyone can add  delete or revise content by using a web browser. 

Related information 

Topics 

Refer to these Portal topics to help you apply and comply with this policy: 

• Media and social media 

• Get approval to use Fire and Emergency New Zealand brand 

• Respond to media at incidents 

• Respond to media enquiry 

• Respond to request for information 

• Request additional access to ICT services and equipment 

• Set up and use social media accounts 

Policies 

• Brand policy 

• Fire investigation and reporting operation instruction (P3) 

• ICT acceptable use 
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Privacy 
Introduction 

When to use This policy sets out expectations for those that handle personal information so hat 
Fire and Emergency New Zealand complies with the responsibilities set ou  in the 
Privacy Act 2020. That is, we treat the personal information we hold lawfully, 
respectfully and with care. This purpose of this policy is also to ensure that privacy 
incidents and complaints are managed appropriately. 

It is important to read this policy when managing any privacy incident or making a 
privacy complaint. (See Managing privacy incidents guidelines or Making privacy 
complaints guidelines.)  

Note: You should read this policy in conjunction with the Code of Behaviour. 

Contents This policy contains the following content: 

About this policy 

Policy statements 

Definitions 

Related information 

About this policy 

Purpose This purpose of this policy is to set expectations for ensuring personal information 
that Fire and Emergency New Zealand collects and holds is not used for 
unauthorised purposes. It is also to ensure individuals are protected from any 
harm that could result from breaches of the Privacy Act 2020.  

Who it applies to We expect the following groups of people to comply with this policy: 

• permanent and temporary employees
• casual employees
• volunteers
• contractors (individuals, employees of contractors, subcontractors, or persons

affiliated with third parties)
• anyone working on behalf of Fire and Emergency (e.g. service providers).

In some cases, our providers will have their own privacy policy, however, when 
these providers are delivering services on our behalf, the requirements of this 
policy will apply instead. 

Everyone has a duty to meet the commitment and requirements statements 
below. 

Table of 
responsibilities 

Individual and collective responsibilities are assigned in the following table: 
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Policy statements 

Our commitment At Fire and Emergency, we’re committed to respecting the information we hold 
about other people and ensuring we treat it lawfully and with care. 

Everyone at Fire and Emergency deals with information in some way, including 
personal information about people, which can be sensitive, such as the identities 
of victims involved in emergency incidents. The communities we serve have a right 
to expect that we will respect their privacy and comply with our legal obligations  

Requirements As personnel of Fire and Emergency, we are responsible for ensuring the 
collection, use, disclosure and storage of any personal information compl es with 
the IPPs in the Privacy Act 2020.  

There is further details below about the IPPs and there is also guidance available 
on the Office of the Privacy Commissioner’s website at privacy.org.nz > Privacy Act 
2020 > Privacy Act 2020 and the Privacy Principles. 

Minimising risk Fire and Emergency will consider the IPPs each time a system or process that 
collects, uses, discloses and/or stores personal information is reviewed, adapted or 
developed.  

The Privacy Officer must be engaged at the outset of any new initiative to 
determine whether a Privacy Impact Assessment (PIA) is required. 

Privacy incidents All privacy breaches and near misses (collectively known as privacy incidents) 
regarding unauthorised access to, correction of, use of or disclosure of personal 
information must be reported to the Privacy Officer. 

Privacy incidents will be managed according to Privacy incident process in the 
Managing privacy incidents guidelines. Under this process the Privacy Officer or 
the Legal Team will take steps to:   

• contain the breach and perform an initial assessment (contain) 
• initiate an investigation, and evaluate the risks (evaluate) 
• remedy and respond (notify)  
• consider the cause and how to prevent it happening again (prevent).  

The Privacy Officer will engage with and inform the Privacy Commissioner of 
notifiable privacy breaches when appropriate and required to by law.  

Privacy incidents will be recorded by the Privacy Officer and reported on regularly 
to Audit and Risk Committee of the Fire and Emergency New Zealand Board. 

Privacy complaints Privacy complaints will be assessed, investigated and responded to according to 
the process set out in the Making privacy complaints guidelines.  

The Privacy Officer will provide advice, assistance, and oversight in the 
management of privacy related complaints. Where the complaint is identified as a 
breach, the Privacy incident process set out in the Managing privacy incidents 
guidelines will also be followed.   

Privacy complaints will be recorded by the Privacy Officer and reported on 
regularly to the Audit and Risk Committee of the Fire and Emergency New Zealand 
Board. 
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Region 4 Surveillance Camera Procedure 

 
Introduction 

This procedure is to be read in conjunction with the Region 4 Surveillance Camera Policy Date: 
Version: 1.0 

 

 

The Equipment 

3 Go-Pro cameras, windscreen mounts and associated equipment is held by the Principal Advisor 
Fire Risk Management (PAFRM). 

 

 

Requesting the surveillance cameras 

In response to a specific need as defined within the policy document such as a high occurrence of 
suspicious fires within a location. The FRMO with the approval of the Area Commander requests 
the use of the camera from the PAFRM. 

The location and placement of cameras on an appliance will be determined through discussion 
between the respective Area Commander  FRMO and PAFRM. 

 

 

Surveillance Camera Positioning 

The cameras are to be mounted using the windscreen mount to a position on the windscreen 
giving access to the camera by the Officer in Charge (OIC) yet not impeding the vision of the 
appliance driver. Signage stating "CCTV On Board" must also be mounted on the on the appliance 
so that the message can be seen by both members of the public and occupants of the appliance. 

 

 

Surveillance Camera Use 

• The cameras are only to be used for the incidents they have been authorised for; e.g. scrub 
fires  car fires or fires in a particular location. 

• The circumstances surrounding their use will be fully discussed and their installation agreed 
to by the relevant Brigade personnel in control of them. 

• Camera operation to be authorised by the OIC riding the appliance on a case by case basis. 

• The cameras are only to be used en-route to the incident. 

• The sound recording must be turned off. Rele
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• Cameras are turned off when entering private property.

• Under no circumstances is surveillance camera footage to be posted upon a social media
forum or used for any purpose other than in line with the Surveillance Camera Policy or
approved by the Region Manager Urban or Region Manager Rural.

Memory card Replacement 

• When full, the memory card is only to be replaced by the VSO or FRMO. No spare cards are
to be kept with the deployed units.

• The full cards are to be placed in an envelope, sealed, signed and delivered to the FRMO.

• Following a direct request from the police the memory card is to be retrieved by the FRMO
placed in an envelope, sealed and signed until imagery can be downloaded

• Under NO circumstances are non-authorised cards to be used in the cameras.

Storing and Access of Images 

• Only VSO's, FRMO's and PAFRM's shall have access to the memory cards

• All imagery shall be downloaded at the earliest opportunity by the FRMO and stored on the "N"
drive in the "CCTV Footage" folder.

• An entry shall be made in the log each time the folder is accessed.

Monitoring and Implementation 

The PAFRM will monitor the implementation of this procedure along with a six monthly audit to 
ensure compliance. Noncompliance with this procedure will be dealt with via the FENZ disciplinary 
procedure. 

The procedure will be reviewed every 2 years or at the request of FENZ, in response to changed 
legislative and statutory requirements or in response to any issues that may arise. 

Public Enquiries and Complaints 

Any enquiries or complaints regarding the use of this procedure should be directed to the 
respective Area Commander in the first instance and then onto the PAFRM if necessary. 

 …………………………………….. ……………………………………… 
Region Manager Urban Region Manager Rural 
Region 4 Region 4 
Fire and Emergency New Zealand Fire and Emergency New Zealand Rele
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